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Use Case Specification: Enable Two-Factor Authentication

# Enable Two-Factor Authentication

## Brief Description

This is the process of enabling two-factor authentication for users in the system.

# Flow of Events

## Basic Flow

1. Locate your email address in the top right corner and click on it to access profile.
2. Click Enable next to Two-Factor Authentication
3. Refer to login process to test.
4. Two-Factor Authentication is enabled.

# Pre-conditions

## < Pre-condition One >

The user already has an account registered in the system and is currently logged in.

# Post-conditions

## < Post-condition One >

The user is now able to use two-factor authentication.